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Mr/Ms Lea Pfau 

██████████████████████████

Our ref: TO/PAD-2021-00007 
Please quote when replying. 

Warsaw, 8 February 2021 

Your application for access to European Border and Coast Guard Agency (Frontex) 

documents 

Dear Mr/Ms Pfau, 

In reference to your application registered on 15 J anuary 2021 for which the time limit has been 
extended by 15 working days 5 February 20211, asking for access to 

All reports for the mission of the German ship BP62  ("Uckermark") on 10 August 2020, 
especially 

- the Daily Team Leader's report 

- the Technical Equipment Mission Report by the Lia ison Officer on board 

- the IO Daily Report of the day 

- the ICC Daily Report of the day 

- the FCO Report for the area 

- the FOC Daily Report 

- the FSO Daily Report for the day 

Please be informed that the document “the FCO Repor t for the area” is not held. In regard to the other
documents, I regret to inform you that access has t o the However, accessto these has to be refused as

they:

- contain personal data, suchasnamesof individuals and/or characteristic features which could
lead to the identification of individuals. The disclosure would undermine the protection
of privacy and the integrity of the individual, in particular in accordance with EuropeanUnion
legislation regarding the protection of personal data and therefore is to be precluded
pursuant to Article 4(1)(b) of Regulation (EC)No 1049/2001; 

- refer to details of the operational area and cannot be released. A release of these pieces of 
information would provide smugglingand other criminal networks with intelligence, enabling

1 In accordance with Article 7(3) of Regulation (EC)  No 1049/2001 of 30 May 2001 regarding public acces s to European Parliament, 
Council and Commission documents (OJ L 145, 31.5.2001, p. 43). 
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them to change their modus operandi, which would ult imately put the life of migrants in 
danger.  Consequently,  the  course  of  ongoing  and  futu re  operations  of  similar  nature 
would be hampered by depriving the operations of an y strategy and element of surprise, 
ultimately  defeating  their  purpose  to  counter  and  pr event  cross-border  crime  and 
unauthorized border crossings. In this light, the d isclosure of documents containing such 
information  would  undermine  the  protection  of  the  p ublic  interest  as  regards  public 
security in the sense of Article4(1)(a) first inden t of Regulation (EC) No 1049/2001; 

- contain detailed information on the means of commun ication used by law enforcement 
officials. The disclosure of this information would  put law enforcement officials’ work in 
jeopardy and harm the course of future and ongoing o perations aimed at curtailing the 
activities  of  organized  criminal  networks  involved in  the  smuggling  and  migrants  and 
trafficking  in  human  beings.  As  the  disclosure  of  s uch  pieces  of  information  would 
undermine  the  protection  of  the  public  interest  as regards  public  security,  it  must 
therefore be refused as laid down in Article 4(1)(a ) first indent of Regulation (EC) No 
1049/2001; 

- contain Information regarding technical equipment d eployed in the operational area by 
Frontex  and  Member  States.  Disclosing  such  informati on  would  be  tantamount  to 
disclosing  the  exact  type  and  capabilities  of  the  e quipment  and  would  enable  third 
parties,  e.g.  by  combining  this  information  with  ot her  sources,  to  draw  conclusions 
regarding usual positions  and  movement patterns. Th is would open way for abuse, as 
numbers and types of equipment used in previous ope rations are indicative of similar 
numbers and types for succeeding years. Releasing su ch information would thus benefit 
criminal networks, enabling them to change their mo dus operandi and, consequently, 
result in hampering the course of ongoing and futur e operations of a similar nature. This 
would ultimately obstruct the purpose of such opera tions: to counter and prevent cross-
border  crime  and  unauthorized  border  crossings.  In  t his  light,  the  disclosure  of 
information regarding the technical equipment deplo yed would undermine the protection 
of the public interest as regards public security wi thin the meaning of Article 4(1)(a) first 
indent of Regulation (EC) No 1049/2001. 

In addition, these documents pertain to ongoing investigations and their disclosure at the present stage would
jeopardize the ability of Frontex and Member States to evaluate any irregularities and to verify facts and
information with a view to make a decision. Consequently, accessto them hasto be refused based on Article
4(2) third indent of Regulation (EC)No 1049/2001 as their disclosure would undermine the protection of the
purpose of investigations. No overriding public interest that is objective and general in nature and not
indistinguishable from individual or private interests for the release of these documents is ascertainable in the
present case. It is thus that no partial release is possible. 

Pursuant to Article 7(2) of Regulation (EC) No 1049 /2001, within 15 working days of the receipt of thi s 
letter, you may submit a confirmatory application t o Frontex to reconsider its position. Based on Arti cle 
8 of Regulation (EC) No 1049/2001, Frontex will reply to you within 15 working days from the registrat ion 
of such application. You can submit your confirmato ry application by post or electronically. 

Yours sincerely, 

Timo Knaebe 
Senior Legal Officer 


